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This PCR proposes resolution for OI#13: access to subscriber data access.
Introduction

Pre-5G UDR (User Data Repository), as per 3GPP TS 23.335 and 29.335), already stores subscription data (including subscription policy data) in existing deployed networks. In this case, subscription data is accessed by reference point Ud. This reference point is only partly standardized as long as LDAP/SOAP protocol is selected, but data model (LDAP DIT) is not defined, as well as routing principles or access rules. Therefore, access to subscription data in pre-5G solutions is only partly standardized.
UDR (Unified Data Repository) network function is newly defined in 5G TSs, it is assumed as an evolution of pre-5G UDR as long as it stores subscription data (including subscription policy data) as well. However, 5G should not be constrained and a standard access to subscription data should be possible.
In this introduction, we discuss three possible solutions to standardize access to subscription data:
a) Standardize subscriber policy data access via Nudr and subscriber data via Nudm
Define a standard Nudr implementing an SBI where subscription policy data is standardized.

PCF accesses directly to subscription policy data stored in UDR, via standard Nudr. 
AMF, SMF and SMSF require UDM executes some business logic based on subscription data (e.g. roaming restrictions, access authorization based on subscription data…). For the execution of this business logic, UDM-FE accesses directly the UDR. In this case, AMF, SMF and SMSF accesses to subscription data via standard Nudm to be able to apply required business logic, while access to subscription data from UDM-FE to UDR could remain implementation specific (internal). 
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For this option, in case UDM stores subscription data locally, the following figure applies:
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Then, PCF needs to implement as well Nudm for subscription policy data.

This alternative requires definition of:

· A standard Nudr for subscription policy data.

· Access from UDM-FE to UDR could still be based on existing Ud (or proprietary implementations).

· A standard Nudm for subscription data required for AMF, SMF and SMSF (i.e. mobility, session and SMS management).

· For non-layered UDM: a standard Nudm for subscription policy data.

Advantages:

· Direct access to subscription policy data in UDR (but only when UDM stores data in UDR).

Drawbacks:
-
Extra definition and implementation required for non-layered UDM: both Nudm and Nudr standardization is required for subscription policy data, and PCF requires implementation of both interfaces.

-
Standardization of Nudr (to be able to provide a generic access for any Data by Data Id) is a complex and very time consuming task. There is a high risk of not completion for Rel-15, and even a potential non-feasibility, if we judge by (pre-5G) UDR standardization failure.
b) Standardize subscriber data access via Nudm
Define a standard Nudm implementing an SBI where subscription data is standardized.

Both groups of consumers, 1) the ones that require UDM executes some business logic based on subscription data (i.e. AMF, SMF, SMSF), and 2) PCF that only requires direct access to data, will access subscription data via UDM-FE.
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For this option, in case UDM stores subscription data locally, the following figure applies:
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In this case, PCF only needs to implement Nudm.

This alternative requires definition of:

· A standard Nudm for subscription data required for AMF, SMF, SMSF and PCF (i.e. mobility, session, SMS management and policy).

· Access from UDM-FE to UDR could still be based on existing Ud (or proprietary implementations).

Advantages:

· Same definition and implementation independent of the UDM deployment (layered or non-layered). (No extra definition or implementation require supporting non-layered UDM)
· Nudr standardization is not required, only Nudm (for a limited number of “subscription data types”). This reduces cost and complexity. Completion for Rel-15 seems much more affordable.

· Access from UDM-FE to internal database storage could be optimized by implementations.

Drawbacks:

-
Access to subscription policy data requires an intermediate element, not direct to UDR. Whether this is a real drawback depends on specific deployments and implementations (e.g. subscriber policy data mapping from what is received/sent via Nudm could be implemented in an independent module with optimized access to internal database).
c) Standardize subscriber policy data access via new Npcf-fe and subscriber data via Nudm 

Define a standard Nudm implementing an SBI where subscription data is standardized and a standard Npcf-fe implementing an SBI where subscription policy data is standardized.

A new NF / logical module is defined, PCF-FE, that is responsible to implement standard Npcf-fe access for subscriber policy data and manage an internal interface towards stored data in UDR. This internal interface could be based on existing Ud or any proprietary implementation.

Consumers that require UDM executes some business logic based on subscription data (i.e. AMF, SMF, SMSF) will access subscription data via UDM-FE. Access from UDM-FE to UDR could still be based on existing Ud (or proprietary implementations).
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For this option, in case UDM stores subscription data locally, one of the following figures applies:
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In this case, either (on the left figure) PCF-FE needs to implement both Nudr and Nudm; or (in the right figure) PCF-FE is only required for a layered UDM and then PCF needs to implement both Npcf-fe and Nudm.
This alternative requires definition of:

· A standard Nudm for subscription data required for AMF, SMF and SMSF (i.e. mobility, session and SMS management).

· Access from UDM-FE to UDR could still be based on existing Ud (or proprietary implementations).

· A standard Npcf-fe for subscription policy data.
· For non-layered UDM: either PCF-FE needs to implement both Nudr and Nudm; or PCF-FE is only required for a layered UDM and then PCF needs to implement both Npcf-fe and Nudm.

Advantages:

· Nudr standardization is not required, only Nudm (for a limited number or “subscription data types”). This reduces cost and complexity. Completion for Rel-15 seems much more affordable.

Drawbacks:

-
Access to subscription policy data requires an intermediate element, not direct to UDR. Whether this is a real drawback depends on specific deployments and implementations (e.g. subscriber policy data mapping from what is received/sent via Nudm could be implemented in an independent module with optimized access to internal database).

· Extra definition and implementation required for non-layered UDM: either PCF-FE needs to implement both Nudr and Nudm; or PCF-FE is only required for a layered UDM and then PCF needs to implement both Npcf-fe and Nudm.

Conclusion: 

Based on above evaluation of pros&cons, preferred option is b). 

This proposal includes changes required to cover option b).
Proposal

It is proposed to update 23.501 to reflect how subscription data stored in UDR is accessed via UDM-FE. 
Note: this contribution may need merging with a different contribution (S2-177030) that considers a new PFDF FE to access Application data store in UDR. 
**** First Change ****

4.2.5
Data Storage architectures

As depicted in Figure 4.2.5-1, the 5G system architecture allows any NF to store and retrieve its unstructured data into/from a UDSF (e.g. UE contexts). The UDSF belongs to the same PLMN where the network function is located. CP NFs may share a UDSF for storing their respective unstructured data or may each have their own UDSF (e.g. a UDSF may be located close to the respective NF).
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Figure 4.2.5-1: Data storage architecture for unstructured data from any NF

NOTE 1:
3GPP will specify (possibly by referencing) the N18/Nudsf interface.

As depicted in Figure 4.2.5-2, the 5G system architecture allows following data to be stored in UDR:

-
Subscription data to be accessed by AMF, SMF and SMSF via Nudm.

-
Subscription policy data to be accessed by PCF via Nudm.
-
Data for exposure to be accessed by NEF.
-
Application data (including Packet Flow Descriptions (PFDs) for application detection, application request information for multiple UEs) by NEF.
One or multiple UDR(s) can be deployed in each PLMN and it can serve different functions as follows:
-
UDR accessed by the NEF belongs to the same PLMN where the NEF is located.

-
UDR accessed by the UDM FE belongs to the same PLMN where the UDM FE is located if UDM supports a split architecture.


NOTE 2:
The UDR deployed in each PLMN can store application data for roaming subscribers.
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Figure 4.2.5-2: Data storage architecture

NOTE 3:
There can be multiple UDRs deployed in the network, each of which can serve different kinds of NFs and store data for them, e.g. separate UDRs can be deployed to serve UDM FE and NEF, or to store subscription data, subscription policy data, data for exposure and application data respectively.
UDM may store subscription data locally as described in figure 4.2.5-3.
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Figure 4.2.5-3: Data storage architecture when UDM stores local subscription data
The Nudr interface is defined for the network functions, such as UDM FE and NEF, to read, update (including add, modify), delete, subscribe to notification of data changes and notify the data changes from the UDR. 
Access to subscription data (including policy) shall be standardized via Nudm.

The following data in the UDR shall be standardized:
-
Packet Flow Descriptions (PFDs) for application detection.

-
Application request information for multiple UEs (as defined in clause 5.6.7).

-
Data for exposure.

NOTE 4:
The organisation of the different. data stored in the UDR is not to be standardized.
**** Next Change ****

6.2.4
PCF

The Policy Control Function (PCF) includes the following functionality:

-
Supports unified policy framework to govern network behaviour.

-
Provides policy rules to Control Plane function(s) to enforce them.
-    May access subscriber policy data in the UDM.


NOTE:
The PCF accesses the UDM located in the same PLMN as the PCF.
**** Next Change ****

6.2.7
UDM

The Unified Data Management (UDM) includes support for the following functionality:

-
Generation of 3GPP AKA Authentication Credentials.

-
User Identification Handling (e.g. storage and management of SUPI for each subscriber in the 5G system).

-
Access authorization based on subscription data (e.g. roaming restrictions).

-
UE registration in 5GC and location management support (i.e. keep UE serving AMF).
-    Support to service/session continuity e.g. by keeping SMF/DNN assignment of ongoing sessions.

-
MT-SMS delivery support.
-
Storage and management of subscription data.


To provide this functionality, the UDM uses subscription data  that may be stored in UDR, in which case a UDM Front End (FE) implements the application logic and does not require an internal user data storage. Several different UDM FEs may serve the same user in different transactions.

NOTE 1:
The interaction between UDM and HSS is implementation specific.
NOTE 2:
The UDM is located in the HPLMN of the subscribers it serves, and access the information of the UDR located in the same PLMN.
Additionally, the UDM includes support for the following functionality:

· Subscription policy data access by PCF.

**** Next Change ****

6.2.11
UDR
The Unified Data Repository (UDR) supports the following functionality:

-
Storage and retrieval of subscription data (including policy data).

-
Storage and retrieval of Data for exposure
-
Storage and retrieval ofApplication data (including Packet Flow Descriptions (PFDs) for application detection, application request information for multiple UEs).

NOTE 1:
Deployments can choose to collocate UDR with UDSF.
NOTE 2:
The assumption is that the UDR (Unified Data Repository) in the specification can be extended based on the UDR (User Data Repository) defined in TS 23.335 [22], to support the functionalities and service based Nudr interface defined in the 5GC specifications TS 23.501 and TS 23.502 [3].
**** End of Changes ****
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